
 

We value the personal data that individuals, clients and organisations choose to share with us and 

we take their privacy very seriously. This Privacy Notice sets out the categories of personal data we 

may ask you to supply, why we need that data, how we will use it and how long we will retain it. We 

are a data controller for the purpose of all personal data we process and our Data Protection 

Compliance Officer is Vasiliki Kotsiou 

Our contact details are as follows: 215-217 Terminus Road, Eastbourne, BN21 3DH  

T. 01323 734877 | E. info@gr-eat.co.uk  

We undertake to draw this Privacy Notice to the attention of all relevant parties, and should you 

engage our services we will take it to mean that you are satisfied with its contents. Should you have 

any concerns or wish to discuss the contents of this notice further, please contact our Data 

Protection Compliance Officer at info@gr-eat.co.uk . We may update this notice from time to time 

and we recommend you refer to it regularly on our website.  

What type of information we collect? 
We will only collect the personal data necessary to facilitate our interaction with you, such as 

information that is necessary for the performance of a contract between you and us and information 

without which we would not be able to provide you with the requested services. Categories of 

personal data we may collect from you include: 1. Your name; 2. Your contact details (email, 

address, phone number). We do not seek to obtain personal data that falls outside the scope of this 

Privacy Policy and we kindly request that individuals do not furnish us with any unnecessary personal 

data.  

How we collect information? 
When you conduct a transaction on our website, as part of the process, we collect personal 
information you give us such as your name, telephone and email address. Your personal information 
will be used for the specific reasons stated above only. 
Why we collect such personal information? 
We collect such Personal Information for the following purposes: 

1. To provide and operate our Services; 

2. To be able to contact our Visitors and Users with general or personalized service-related 
notices and promotional messages; 

3. To comply with any applicable laws and regulations. 

4. To process for a legitimate interest pursued by us. For example, our commercial interest 
where we have provided you with some of our services we may contact you regarding other 
promotions or updates we believe might be beneficial to you 

5. To process based on consent for example where you have chosen to sign up to our 
newsletter. 

 

How we store, use, share and disclose our site visitors' personal information? 
Our company is hosted on the Wix.com platform. Wix.com provides us with the online platform that 
allows us to communicate our services to you. Your data may be stored through Wix.com’s data 
storage, databases and the general Wix.com applications. They store your data on secure servers 
behind a firewall. In accordance with data protection legislation we may destroy personal data 
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supplied to us where we do not believe we have a sufficient legal basis to retain it. It is important 
that the personal data we hold about you is accurate and current. Please keep us informed if your 
personal data changes during your relationship with us.  
 
We may use your data in the following ways but only ever for the purpose for which it was collected:  

 To reserve a table in our restaurant 

 To contact you about our services, promotions or updates if you have subscribed to our 
website 

 For invoicing and payment purposes  

 To comply with our legal obligations.  

 Third party processors from time to time, only where necessary to facilitate our relationship 
with you, we may transfer your personal data to our third- party data processors. Processors 
have obligations under the data protection legislation with regards to your data as well as 
obligations in accordance with their contractual relationship with us. We require all third 
parties to respect the security of your personal data and to treat it in accordance with the 
law. We do not allow our third-party service providers to use your personal data for their 
own purposes and only permit them to process your personal data for specified purposes 
and in accordance with our instructions. These third-party data processors include: 1. Our 
professional advisers and auditors; and 2. Our IT service providers 

 Marketing Where we have already provided you with our services in some way we may 
contact you with regards to other services, promotions or events that we believe you may 
be interested in. If you do not wish to hear from us, please let us know. If you have given us 
your consent to contact, you by email or other means for marketing purposes we will only 
use the personal data provided for this purpose and your details will not be passed to any 
third parties. You have the right to withdraw your consent for processing at any time and 
should you wish to do so, please contact the Data Protection Compliance Officer or follow 
the unsubscribe option in the email you receive. Once we have received notification that you 
have withdrawn your consent, we will no longer contact you for marketing purposes and, 
subject to our retention policy, we will dispose of your personal data securely.  

We have legal obligations as a company to retain records containing personal data, even after the 
main purpose of a relationship has ended, for example where we have fulfilled a private booking for 
you but need to keep the invoice for our records. In accordance with our obligations, legal 
documents will be retained for 6 years, after which archived files are destroyed. Nevertheless, for all 
personal data, once our obligation to retain the data ceases, we will cease processing and destroy it. 
We will store the personal data you supply to us when making a reservation for a maximum of 8 
weeks. In order to provide an efficient service to our customers we will use this information so as to 
ensure regular patrons do not need to hand over their contact details every time they book with us. 
If you do not wish us to store your data in this way, please let us know when you make a reservation 
or at any time afterwards. To determine the appropriate retention period for personal data, we 
consider the amount, nature, and sensitivity of the personal data, the potential risk of harm from 
unauthorised use or disclosure of your personal data, the purposes for which we process your 
personal data and whether we can achieve those purposes through other means, and the applicable 
legal requirements. Details of retention periods for different aspects of your personal data are 
available in our retention policy which you can request from us by contacting our Data Protection 
Compliance Officer. We maintain appropriate security measures to prevent the misuse, loss or 
disclosure of your personal data. All electronic documents are stored on password protected devices 
and paper files are kept in locked cabinets. Our staff receive training about how to keep our 
reservation book secure and reservation are removed from the book every 8 weeks in accordance 
with our data retention policy. Your rights You have the right to access the personal data we hold for 
you and the right to request that your personal data be rectified, erased or transported to another 
data controller. You will not have to pay a fee to access your personal data (or to exercise any of the 



other rights). However, we may charge a reasonable fee if your request is clearly unfounded, 
repetitive or excessive. Alternatively, we may refuse to comply with your request in these 
circumstances. You may also request that we erase all your data that we hold or that we restrict 
processing. Should you wish to exercise any of these rights, please contact the Data Protection 
Compliance Officer. You have the right to make a complaint at any time to the Information 
Commissioner’s Office (ICO), the UK supervisory authority for data protection issues 
(www.ico.org.uk). We would, however, appreciate the chance to deal with your concerns before you 
approach the ICO so please contact us in the first instance. 
 

Cookies 
Wix uses cookies for many important reasons, such as: 

 To provide a great experience for your visitors and customers. 

 To identify your registered members (users who registered to your site) 

 To monitor and analyze the performance, operation and effectiveness of Wix's platform. 

 To ensure our platform is secure and safe to use.  

 

First-Party Cookies 
 

Strictly Necessary 

Cookie name Duration Purpose 

ForceFlashSite Session When viewing a mobile site (old mobile under 

m.domain.com) it will force the server to display 

the non-mobile version and avoid redirecting to 

the mobile site 

hs Session Security 

smSession Persistent (Two 

days or two 

weeks) 

Identifies logged in site members 

XSRF-TOKEN Session Security 

Cookie name Duration Purpose 

SSR-caching Session Indicates how a site was rendered.  



Strictly Necessary 

smSession Persistent 

(Two 

weeks) 

Identifies logged in site members 

 Session Security 

   

 
Third-Party Cookies 

 

Functionality 
  

Cookie name Duration Purpose 

TS* Session Security 

TS01******* Session Security 

TSxxxxxxxx (where x is replaced with a random series of numbers 

and letters) 

Session Security 

TSxxxxxxxx_d (where x is replaced with a random series of 

numbers and letters) 

Session Security 

 


